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A WaPac Code is a definition of which device to allow access to and what time to allow access to that
device.

There are two types of codes in WaPac software: Primary and Modifier. You can assign one primary code
and multiple Modifier codes to card.

In Millennium Xtra software, this functionality is referred to as Access Levels. Access Levels define which
doors, door groups and elevator floors cardholders have access to and the time periods for which these
devices are accessible.

To create Access Level you should create Time Period first:
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Then you can define Access Level by matching Door with Time period:
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After you have defined Access Level you can assign it to cardholder’s card:
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You can assign up to 30 Access Levels to each card as of Xtra version 3.0.1.25 (previously Xtra allowed 6
access levels on each card.)

During database conversion process convertor reads list of devices and times in particular Code from
WaPac database and creates Access Level with the same list of devices and times in Millennium Xtra
database.
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Each card in Millennium Xtra can have up to 30 Access Levels. If card in WaPac database have more than
30 Codes assigned, then converter merges all devices and times from WaPac card (list of all devices and
times from Codes assigned to particular card) to new Millennium Xtra Access Level. This Access Level will
have following name: FirstName_LastName_ID, where FirstName is the first name of card owner,
LastName — last name of card owner, ID — unique identifier for person.
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